
KASCADE SECURITY

Managed Cloud Security Services

TitanGuard proves compliance. TitanWatch protects workloads.

Foundation Managed Enterprise

Monthly Investment $3,500 $7,500 $15,000

Best For Small teams (5-12)
needing expert guidance

Growing teams (12-30)
with compliance needs

Established teams (30+)
selling to enterprise

TitanGuard (Cloud
Posture)

Weekly scans Bi-weekly scans +
remediation tracking

Weekly scans + SLA-
backed remediation

TitanWatch (EDR/XDR) Optional add-on (+$1,000-
1,500)

Included on managed
servers

Included + custom
detection rules

Operations Monitoring & alerting Patching, backups, IaC
management

Full ops + threat hunting

Compliance Support Not included One framework (HIPAA,
SOC 2, or PCI)

Multi-framework +
monthly evidence packs

Incident Response Business hours support Extended hours triage &
response

24/7 escalation +
dedicated engineer

Multi-Cloud Support OCI, AWS, Azure
(standard patterns)

Full management
(standard patterns)

Multi-cloud optimization

All Tiers Include
• Monthly security posture reports
• Quarterly cost optimization reviews
• Hardened Debian/Ubuntu deployments
• Infrastructure-as-code (Terraform)
• 12-month minimum commitment

Important Notes
AWS/Azure Management: We manage AWS and Azure environments using proven security patterns. Custom
architecture work outside our standard patterns requires a separate engagement.

TitanWatch Scope: TitanWatch is deployed on servers and workloads we manage. End-user endpoint
management is available as a custom add-on for Enterprise tier clients.

Compliance Language: We implement HIPAA-ready, SOC 2-ready, and PCI-aligned technical controls. Final
compliance determination requires formal assessment by qualified auditors.
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